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AIMS Software How to Guide…


Repairing a corrupt database by using a Temp folder back-up file.

This guide provides a summary of the steps you need to take to fix the Access version of AIMS if the database has been corrupted. It is accompanied by a short video pod cast that demonstrates the process. 

The video can be downloaded from http://www.lasa.org.uk/aims/documentation/ 

See the AIMS Mini Guide how to section.

Warning:


Only those authorised by their organisations to manage the AIMS database should attempt this procedure. Always ensure you keep safe copies and backups of your data. Wrongly identifying which data set to restore could overwrite (and therefore lose) weeks, months or years of work!

Overview:

The first time each day that AIMS is opened it makes a copy of itself. If everything is working fine, AIMS will over-write this copy when it opens again for the first time the next day.
If however AIMS has corrupted during use, then attempts to open AIMS the next day will result in an error message and the database will not over-write yesterdays working copy backup. 

This guide explains how to restore your data to one of these earlier safe copies.

The Process:

1. If you are unable to log onto AIMS because of corruption, make sure all of your colleagues have exited the database and do not try to log back in until you have completed the fix process.

2. Using Windows Explorer navigate to the AIMS directory. Alternatively right click on the AIMS shortcut and select “Open file location” from the drop down menu.

3. Open the “Temp” folder.

You will see a number of files like this;

Name


Date Modified
Size


AIMS_001.mdb
10/10/2012 09:15
11270KB



AIMS_002.mdb
10/10/2012 17:25
11660KB
AIMS_003.mdb
11/10/2012 10:21
  5270KB
AIMS_004.mdb
11/10/2012 10:33
  5270KB
In the above example we can see the file name, including the file extension (.mdb), the date and time modified and the file size. If your view is different, the two links below explain how to change your settings.
http://windows.microsoft.com/en-GB/windows-vista/Show-or-hide-file-name-extensions
http://support.microsoft.com/kb/306554
4. Before proceeding, make a safe copy of AIMS_001.mdb. Rename this copy Red.mdb.

Red.mdb will be the earliest safe copy of your data. There may however be a more up to date copy of your data amongst the other AIMS_00 files.

In the example above it is obvious that 003 and 004 are much smaller file sizes, a big clue that corruption has occurred.

5. Work your way back though the list of AIMS_ files looking for the latest (i.e. oldest) file that may be viable. 

By finding the oldest file you will save yourself the need to re-enter data.
Follow the process below until you find a file that opens AIMS and you are assured all your data is present and correct, e.g. run a report for a period where you know what result to expect.   

6. Copy > change directory > paste > delete > rename
The sequence of actions at point 6 is a summary of what you will need to do to restore and test each of the AIMS_00 files. You can watch this being done in the accompanying video.
a. Make a copy of the oldest probable viable file, in our example that is AIMS_002.mdb.

b. Change directory by navigating to the Data folder.

c. Right click on some white space (i.e. away from other file names) and select paste from the drop down menu options.

d. Identify the file called AIMS.mdb in the Data folder and delete this file.

e. Rename the file you pasted at point c above and call it AIMS.mdb

7. Now go up one directory where you will see the AIMS.exe file.

Double click on the AIMS.exe file to test if AIMS is working.

8. If AIMS is still not working or data is missing go back to point 5 and select the next most likely viable file to test.

If none of the AIMS_ files work you will eventually need to go back to the Red.mdb file made earlier. Make a copy of this and follow instructions from point 6.

Remember to always keep a copy of Red.mdb, in case you cannot fix AIMS as Lasa may be able to help and would need to be sent this file.
9. Finally, you shouldn’t rely on AIMS making backups, make sure your organisation has its own independent back up procedures, that include off site copies.   
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